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Privacy and security Concerns of an organization 
Introduction      	
	Organizations, as well as other businesses, are progressively becoming informed of the critical consequences of disclosing their data to the public or even to the entire staff members. The technology of cloud computing is increasingly growing into a solution for various issues that paralyzed would-be cloud adopters alongside taxing the IT sector for a couple of years. Sustaining and running the technology department is quite a hard activity for would-be cloud adopter’s organization. 
 
	A survey carried out in the would-be adopters demonstrates that employing cloud applications as well as forums reveals that it is more bullish on technology and also very aggressive in their adoption strategies than the general market. There are also a high traffic volume, several and different devices functioning within a network, and a number of both internal and external operating applications. Every application has a specific challenge. 
       	 The cloud computing renders a solution for many issues related to these problems emanating from significant burdens on small sectors to the efficient management of large data store. The cloud computing depends on a network of remote, dispersed, virtual servers interconnected to the store internet, run, process, access, alongside run applications instead of having these roles performed internally. Cloud computing is usually offered as a form of service by a cloud service render, relieving the technology sector of most of the headaches of indigenous server maintenance (Chang, Kuo & Ramachandran, 2016).
      	Notwithstanding the practical merits, cloud computing must not be adopted without a clear contemplation of cloud security and privacy concerns. In cloud computing, a business trusts treasured data to a group of virtual machines yoked to undertake an activity, every element of which gives a point of access into the scheme. A hypervisor inspects these virtual types of machinery and hence tend to the end of susceptibility. These hazards can be alleviated, and an excellent apprehension of cloud computing must involve a discussion of the risks as well as how to moderate them. 
    	 Like any other company, would-be must generate, enforce and update a wide-ranging data security and privacy plan. The plan is supposed to incorporate an inventory of the various levels of data poised, stowed, processed by the firm. The security and privacy procedures and policies for every stage of data should be comprehensively expressed and defined. Systems, as well as the proceedings, are expected to incorporate the definition of the needed security measure, identification of individuals or groups that are allowed to access the data, the description of ratified applications of the data, the criteria to be considered in the event of service catastrophes and service outages relating to communications and networking of computers and finally training platforms for the workers as well as other justified data network consumers to raise compliance with the data security and privacy policies (Almorsy, Grundy & Müller, 2016).
  	   The data privacy and security plan must also particularly address actions to be considered in the event of a real or possible security breach. The measures incorporate the following. The first one is defensive measures to cease or impede to the violation. The second is documenting the breach for remedial reasons while identifying procedures for enforcing the law on the affected persons. The last one is the remedial undertakings on repairing the damages initiated through breaching. 
Conclusion 
  	   The data security and privacy plan must address reactions to data demands made by the administrative authorities. The project in this case study should give a single person in the company who is answerable to the data request by the government. Most organizations prefer their lawyer as their confidant would-be cloud adopters should preferably adopt the same.
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