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Review: Policies and Service Agreements
The project relates to cloud adoption for the chosen business. Cloud adoption is a strategic move by a company that is aimed at reducing cost and mitigating risks through the adoption of cloud services. The business case that I chose for the project is information resource security. Once a company has decided to adopt cloud services, it must consider the security of its information resources that may be uploaded on some of the cloud services that may be provided. The deployment of the project is going to be undertaken through a private manner. This is imperative since it ensures that the specific needs of the company are addressed during the implementation. When adopting cloud services, it is critical that a firm assesses the policies and service agreements that are applicable for the vendor. These policies and service agreements determine the relationship between the vendor and the client who is receiving the services. 
The cloud service model that will be implemented or adopted is SaaS. There are several policies and service agreements that must be entered into by the company before the services can be delivered for the company. These policies determine how various information resources are going to be used and who is responsible of guarding against any attacks that may affect the system (Dimitrakos, Martrat, Wesner, & BEinGRID. 2017). One of the agreements is how fees and payments are to be made. The company must ensure that it is able to make payments to the vendor as and when they are due to the vendor. There are also several ownership rights and restrictions that may be included in the service agreement. The organization is barred from replicating some of the services that are provided as this would be considered to be an infringement of the ownership rights of the vendor. 
Another major component of the policies and service agreements are nondisclosure agreements. A vendor is under law supposed to maintain a level of privacy and confidentiality of the information that the company shares on the cloud services. Any infringement to this right to privacy may have serious legal implications. The company also signs nondisclosure forms that hinder them from sharing some of the information from the vendor. Nondisclosure ensures that third parties do not have access to the information that is shared on these platforms. The company is also charged with the responsibility of ensuring that they protect their data and information from unauthorized access. Despite the fact that the vendor provides the services, it is the role of the company to ensure that they have appropriate protections on their information resources. 
There are several considerations that need to be made by the company before adopting these policies. First, the company must determine that it has the capability to observe all the terms and conditions that are contained in the service and policies agreement. Any inability to meet the required policies would mean that the company could easily violate the given restrictions (Chang, Walters, & Wills, 2015). Secondly, the company must also ensure that its computer resources, either hardware or software have the capability to support the cloud system that is being offered by the vendor. Such an ability would ensure that the company gains from the SaaS services that are to be adopted across the organization. 
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