
 
 

FACULTY OF LAW AND BUSINESS 

Peter Faber Business School 

Brisbane, Melbourne and North Sydney 

SEMESTER 2, 2018 

ISYS326: Information Systems Security 

Weighting  30% 
 

Assessment Task 1(Individual) 
 

Due:  Be fo r e  9am,  Week 5, 31/8/2018 

 

Assignment Type: Reflective Report1 

 Word Limit: Maximum 8,00 words (excluding Cover page, Table of Contents, 

Diagrams and References2) 

 

Description:  You are required to prepare a report based on your collected paper on Data 

Security. Your report must be supported by references through additional readings. Your active 

participation in the class will also be taken into account & may be assessed (only for on campus 

students).  

Please ensure that you provide a coversheet for your report listing the name and identification 

number and the word count for your assignment as well as Table of Contents. Your lecturer will 

not assess any material beyond the set word count. The report should be written in 12-point font 

with 1.5 line spacing. 

Feedback: As specified in the unit outline. 

Your case study report should be structured as follows: 

1. Introduction (approximately 100 words) – Provide an overview of your report (e.g., purpose, 

scope etc). 

2. Identify the main issues and problems(approximately 100 words) 

3. Analyse and evaluate critically all relevant issues (approximately 400 words).  

3. Recommendations (approximately 100 words)  

                                                            
1 Students need to send a copy of your collected article or case study through email(on- campus students can 
provide me also a hard-copy). 
2 Word Count will not include also  Appendices in case you need to  use it 



4. Conclusion (approximately 100 words) – Summarise and synthesise your report.  

You can use subheadings if you think proper. We expect a professional report from you with 

properly edited. Please adhere strictly to ACU Academic Integrity as stated in the Unit Outline 

as well as Assessment Policy and Procedures. 

Resources 
The ACU library portal has links to several academic databases (e.g., ProQuest, Emerald, and 

EBSCO) containing journal articles, e-books, and other resources on this topic. Google Scholar 

will also help you to locate relevant materials. Your report’s analysis and recommendations should 

be clearly explained, logically presented, and firmly based on evidence. It is essential that you 

carefully cite references (minimum 5 collecting relevant materials from different sources) 

supporting your analysis and recommendations. Harvard Referencing Style must be followed. 

 

While completing this assignment you must address all criteria as stated in the ISYS 326 

Information Systems Security Rubric (please  refer to the  Appendix A, pages 11 & 12 of your 

Unit Outline). 

 

 

Good Luck with your Group Assignment 

 
 


